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server, and system for managing a system. The method
including: a first cloud-connectable device obtaining a con-
nection status of a target cloud-connectable device using a
same account, the first cloud-connectable device sending to
the server a managing message regarding the target cloud-
connectable device, the server managing the connection
status of the target cloud-connectable device based on the
managing message transmitted from the first cloud-connect-
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of receiving cloud server.
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S201

First cloud-connecting device obtains, from the server,
a listing of cloud-connecting devices under the same
account

.

l S202
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First cloud-connecting device transmits a
device-grouping message to the server
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Server puts at least one cloud-connecting device
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in a group based on the device-grouping
message

v S204

First cloud-connecting device transmits to the server a
connection-managing message directed to the target
cloud-connecting device
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Server manages the connection status of the target
cloud-connecting device based on the connection-
managing message transmitted from the first cloud-
connecting device
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METHOD, DEVICE, SERVER, AND SYSTEM
FOR MANAGING DEVICES

CROSS REFERENCE TO RELATED
APPLICATION

This application is a U.S. continuation application under
35 U.S.C. §111(a) claiming priority, under 35 U.S.C. §120
and 365(c), to International Application No. PCT/CN2013/
076144 filed on May 23, 2013, which claims the priority
benefit of Chinese Patent Application No. 201210341323.8,
filed Sep. 14, 2012, the contents of both the PCT application
and the Chinese application are incorporated by reference
herein in their entirety for all purposes.

FIELD

The present disclosure relates to the area of Internet
technologies, and in particular, to a method, device, server,
and system for managing one or more devices.

BACKGROUND

Cloud computing is an Internet-based service model,
which typically involves providing a dynamic, scalable, and
digitized resource over the Internet. With the development of
the mobile Internet and microchip technology, especially the
development of the mobile Internet, cloud-connecting
devices can include personal computers (PCs), smartphones,
tablet PCs, and network televisions, etc. As such, a user can
have multiple connecting devices simultaneously receiving
cloud services using the same user account. As a result, there
is a need for the user to manage the multiple connecting
devices simultaneously connected to the cloud. For example,
when a user loses a mobile phone with a live connection to
the cloud services, the user’s account, privacy, and/or data
can be compromised as a result of the continued cloud
services. This can bring unnecessary lose to the user.

SUMMARY

One of the technical problems to be solved by embodi-
ments of the disclosure is to provide a method, device,
server, and system that can effectively manage multiple
cloud-connecting devices connected to a cloud service.

To solve the above-identified technical problem, an
embodiment in a first aspect of the disclosure provides a
device-managing method. The method includes: a first
cloud-connecting device obtaining, from a server, connec-
tion status of one or more target cloud-connecting devices
associated with the same user account; the first cloud-
connecting device transmitting to the server a connection-
managing message directed to the one or more target cloud-
connecting devices; and the server managing the connection
status of the one or more target cloud-connecting devices
based on the connection-managing message transmitted
from the first cloud-connecting device.

Accordingly, an embodiment in a second aspect of the
disclosure provides another device-managing method. The
method includes: obtaining, from a server, connection status
of one or more target cloud-connecting devices associated
with the same user account; transmitting to the server a
connection-managing message directed to the one or more
target cloud-connecting devices, and causing the server to
manage the connection status of the one or more target
cloud-connecting devices based on the connection-manag-
ing message.
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Accordingly, an embodiment in a third aspect of the
disclosure provides yet another device-managing method.
The method includes: transmitting, to a first cloud-connect-
ing device, connection status of one or more target cloud-
connecting devices associated with the same account;
obtaining, from the first cloud-connecting device, a connec-
tion-managing message directed to the one or more target
cloud-connecting devices; and managing the connection
status of the one or more target cloud-connecting devices
based on the connection-managing message.

Accordingly, an embodiment in a fourth aspect of the
disclosure provides a cloud-connecting device. The cloud-
connecting device includes: a connection status obtaining
module for obtaining, from a server, the connection status of
one or more target cloud-connecting devices associated with
a same account; a connection-managing message transmit-
ting module for transmitting, to the server, a connection-
managing message directed to the one or more target cloud-
connecting devices to cause the server to manage the
connection status of the one or more target cloud-connecting
devices based on the connection-managing message.

Accordingly, an embodiment in the fifth aspect of the
disclosure provides a server. The server includes: a connec-
tion status transmitting module for transmitting, to a first
cloud-connecting device, connection status of one or more
of the target cloud-connecting devices associated with a
same account; a connection-managing message receiving
module for receiving, from the first cloud-connecting
device, a connection-managing message directed to the one
or more target cloud-connecting devices; and a connection
status managing module for managing the connection status
of'the one or more target cloud-connecting devices based on
the connection-managing message.

Accordingly, an embodiment in a sixth aspect of the
disclosure provides a cloud-connecting device managing
system. The cloud-connecting managing system includes,
for example, the server such as the one disclosed in the
embodiment in the fifth aspect of disclosure and at least one
cloud-connecting device such as the one disclosed in the
embodiment in the fourth aspect of the disclosure. The at
least one cloud-connecting device can be for obtaining, from
the server, connection status of the one or more target
cloud-connecting devices associated with the same account.
The server can be for managing the connection status of the
at least one target cloud-connecting device based on a
connection-managing message transmitted from the at least
one cloud-connecting device.

Accordingly, an embodiment in a seventh aspect of the
disclosure provides a non-transitory computer-readable
medium storing programs, which when executed, perform
some or all steps in the methods disclosed in the embodi-
ments in the first, second, or third aspects of the disclosure.

Embodiments of the disclosure can provide at least the
following useful effects, such as managing connection status
of'one or more cloud-connecting devices associated with the
same account effectively by transmitting one or more con-
necting-managing messages to the server to manage the
connection status of the one or more cloud-connecting
devices.

BRIEF DESCRIPTION OF THE DRAWINGS

To clarity the technical features disclosed in the embodi-
ments of the disclosure, a brief description of the figures in
support of the disclosed embodiments is provided below. It
should be understood that the figures only illustrate a
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number of embodiments of the disclosure. Additional figures
can be derived from these figures by a person skilled in the
art.

FIG. 1 is a flow chart illustrating an exemplary first
device-managing method, according to an embodiment of
the present disclosure.

FIG. 2 is a flow chart illustrating an exemplary second
device-managing method, according to another embodiment
of the present disclosure.

FIG. 3 is a block diagram illustrating the exemplary
structure of a type of cloud-connecting device, according to
an embodiment of the present disclosure.

FIG. 4 is block diagram illustrating the exemplary struc-
ture of a server, according to an embodiment of the present
disclosure.

FIG. 5 is a block diagram illustrating the exemplary
structure of a cloud-connecting device managing system,
according to an embodiment of the present disclosure.

FIG. 6 is a block diagram illustrating the exemplary
structures of a cloud-connecting managing system, accord-
ing to another embodiment of the disclosure.

FIGS. 7a-7d illustrate exemplary interfaces on a cloud-
connecting device for performing remote device-managing
tasks, according to an embodiment of the disclosure.

FIG. 8 illustrates exemplary common components of a
device, according to an embodiment of the disclosure.

DETAILED DESCRIPTION

A detailed description of the technical solutions of the
embodiments of the present disclosure is provided below in
view of the accompanying drawings. It should be under-
stood that the embodiments described below are represen-
tative embodiments of the present disclosure rather than a
complete disclosure of the every possible embodiment. The
present disclosure can also include any other embodiments
that can be derived from these disclosed embodiments by a
person with ordinary skill in the art without any additional
inventive work. It is to be understood that other embodi-
ments can be used and structural changes can be made
without departing from the scope of the embodiments of this
disclosure.

This disclosure generally relates to systems and methods
for controlling one or more devices connected to a server
remotely from a controlling device. The systems and meth-
ods can rely on a common account through which multiple
devices can connect to a server. One of the devices (e.g., the
controlling device) can retrieve the connection status of the
other devices (e.g., a list of devices currently logged onto the
server). The controlling device can then send a message to
the server, instructing the server to perform certain opera-
tions on the other devices. Such operation can include, but
are not limited to, disconnecting/reconnecting a device
from/to the server, configuring various settings of the device
such as the access right of the device with respect to the
cloud service and the password setting on the device,
deleting data from the device, obtaining data such as GPS
information from the device, formatting the device, and
backing up/restoring the device from a backup. The con-
trolling device can manage multiple devices as a group by
sending to the server a device-grouping message and having
the server perform the operations on all devices in the same
group.

These remotely controlled operations can provide a vari-
ety of useful and even critical mechanisms for the user to
protect data on remote devices and/or retrieve information
from these devices. For example, if a user loses his mobile
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phone, he can log onto a cloud server from his home PC to
disconnect the lost phone from the server to prevent addi-
tional information from being automatically downloaded to
the lost phone. Similarly, he can send request the server to
retrieve the GPS coordinates from the lost phone to recover
the phone. He can also reset one or more passwords on the
phone or simply reformat the whole phone to prevent
personal information from being accessed by a stranger. In
addition, he can also retrieve personal data, such as pictures
and his contact list from the lost phone via the server using
the same account. It should be understood that the control
operations are not limited to the ones mentioned above. In
fact, any operation that can be performed locally on the
device can be performed remotely from a controlling device.
The advantages provided by the disclosed remote control
mechanisms are also not limited to retrieving data and
protecting personal information.

In the various embodiments described below, the control-
ling device and the one or more devices controlled by the
controlling device (i.e., controlled devices) can be associ-
ated with the same account. As referred hereinafter, an
account can be a user account of a network-based applica-
tion or service. For example, it can be an account for
accessing a cloud service provided by one or more cloud
servers (or any other types of remote data storage/sharing
applications). It can also be an account associated with a
messaging application/service that allows multiple devices
to transmit and receive messages over a network.

The controlling device and the one or more controlled
devices can all be logged onto the server under the same
account (e.g., using the same user name/ID and password).
In one example, a user may have multiple devices logged
into the same account at the same time. For example, the
user can have his smartphone, tablet PC, and laptop PC set
up so that each of these devices logs into a cloud account
automatically when the device is started to allow, for
example, automatic synchronization of data on all three
devices.

As referred herein, the controlling and controlled devices
can be any network-enabled electronic devices including,
but not limited to, PCs, Macs, desktop computers, laptop
computers, tablet PCs, smartphones including iPhones,
Android phones, Windows phones, and Blackberries,
e-readers, in-car communication devices, televisions and
other consumer electronic devices with sufficient network
capabilities. In the embodiments described below, these
devices can be referred to as cloud-connecting devices.
However, it should be understood that the devices are not
limited to those that connect to a cloud. It should also be
understood that a cloud-connecting device can connect to
network devices or servers not a part of a cloud. A control-
ling device can be referred to as a first cloud-connecting
device and one or more controlled devices can be referred to
as target cloud-connecting device(s). Any one of the devices
logged onto the server using the same account can be a
controlling device for controlling one or more of the other
devices. Alternatively, only devices with managing rights
can control other devices. A device can be both a controlling
device and a controlled device. The controlling device and
one or more controlled devices can belong to the same user
or different users as long as they can log onto the server
using the same account.

As referred herein, a server can be a cloud server or any
other network server hosting a network-based application/
service. The cloud server can provide limited or unlimited
amount of storage space for each user. Each user can access
the application/service hosted on the cloud server by signing
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into his/her account. The server can maintain a list of devices
associated with a particular user account. The list can be
automatically generated by capturing an ID of every device
from which the account has been accessed. Alternatively, the
list can be manually created and updated by the user. For
example, the user can add a device to the list the first time
he uses the device to log onto the server. He can also remove
a device from the list when he no longer uses the device.
Alternatively, the list can be dynamically generated and
updated every time one or more devices log into the user’s
account.

Once signed in, a user can manually transmit data to and
receive data from the server over a network. Additionally or
alternatively, the application/service can be set up so that,
when a device logs onto the server, it can be automatically
synchronized with the server. For example, a copy of the
pictures uploaded from one of his devices can be automati-
cally delivered to the rest of his devices so long as all the
devices are logged onto the same account. This can allow
data available on the server to be automatically distributed
to multiple devices without user instruction. In addition, the
user can send various messages to the server. As will be
detailed in the embodiments below, some of the messages
can include one or more commands and/or instructions to be
executed by the server to perform certain managing opera-
tions on one or more of the other devices. In return, the
server can send information such as the connection status of
the devices associated with a particular account. The con-
nection status can include a listing of all devices associated
with the account with their device names, IDs, and/or
type/model information. In addition, the connection status
can indicate whether a device is online (i.e., logged onto the
server), offline, or any other status.

The server can be accessed by the one or more control-
ling/controlled devices over a network. The network can be
any network such as the Internet, local area network (LAN),
wide area network (WAN), cellular network, Wi-Fi network,
and virtual private network (VPN). Although the embodi-
ments discuss remotely controlling one or more devices, it
should be understood that the controlling and controlled
devices can be in close proximity of one other or far away
from each other so long as the devices are logged onto the
server using the same account.

The cloud-connecting devices described in the embodi-
ments of the disclosure can include PCs, mobile phones,
tablet PCs, smartphones, e-readers, laptop PCs, in-car ter-
minals, and any other network-enabled devices capable of
receiving cloud service over a network. The cloud service
can include, for example, a cloud photo album for storing
photos, cloud space for storing documents, and cloud note-
book for storing personal notes.

FIG. 1 is a flow chart illustrating a device-managing
method, according to a first embodiment of the disclosure.
As illustrated, the method can include the following steps.

S101: A first cloud connecting device can obtain from a
server connection status of a target cloud-connecting device
associated with the same user account.

In operation, after logging onto the server using an
account, the first cloud connecting device can obtain from
the server the connection status of another cloud-connecting
device logged onto the server using the same account, i.e.,
the connection status of a target cloud-connecting device. In
one example, the first cloud-connecting device can be a
mobile phone. After the user’s mobile phone logs onto the
server, the connection status of a tablet PC, which is logged
onto the server using the same account, can be obtained from
the server. The connection status can be displayed on an
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interface of the mobile phone. The connection status of one
or more target cloud-connecting devices can include their
corresponding device IDs. The connection status can indi-
cate whether a particular target cloud-connecting device is
connected to the server. Also selectable can include the
access rights associated with a particular target device and
document information obtained by the particular device
from the server. Such document information can include a
listing of photos in an album synchronized to a cloud album,
a listing of documents synchronized to a cloud space, or a
listing of notes synchronized to a cloud notebook. Alterna-
tively, the number of cloud-connecting devices connected to
the server using the same account does not have to be limited
to two. The first cloud-connecting device can obtain a listing
of devices from the server including one or more cloud-
connecting devices connected to the server using the same
account as the first cloud-connecting device. This listing of
devices can include the connection status of the one or more
cloud-connecting devices.

The connection status of the one or more cloud-connect-
ing devices can be obtained by the server from each of the
cloud-connecting devices when or after the cloud-connect-
ing devices log onto the server. The connection status of a
particular target cloud-connecting device can be changed by
the device itself or another cloud-connecting device logged
onto the server using the same account. The server can
update the connection status of the cloud-connecting device
in real time.

S102: The first cloud-connecting device can transmit to
the server a connection-managing message directed to the
one or more target cloud-connecting devices.

In operation, the first cloud-connecting device can be any
cloud-connecting device having managing rights under the
same account. The first cloud-connecting device can manage
the connection status of other cloud-connecting device(s) by
transmitting connection-managing messages to the server.
The first cloud-connecting devices can include a device
logged onto the server for the first time using the account.
Alternatively, the first cloud-connecting device can be a
cloud-connecting device having managing rights set up
manually by the user.

S103: The server can manage the connection status of the
one or more target cloud-connecting devices based on the
connecting-managing message transmitted from the first
cloud-connecting device.

The server managing the connection status of the one or
more target cloud-connecting devices can include discon-
necting/re-connecting the connections to the one or more
target cloud-connecting devices. If a connection to a target
cloud-connecting device is disconnected, the target cloud-
connecting device is unable to receive any cloud service
provided by the server. The server managing the connection
status of the one or more target cloud-connecting devices
can also include setting the types of services provided to the
one or more target cloud-connecting devices. For example,
a target cloud-connecting device can only upload, but not
download documents. Alternatively, the target cloud-con-
necting device can only download, but not upload docu-
ments. Alternatively, the target cloud-connecting device can
only browse online, but cannot download or upload docu-
ments. The server managing the connection status of the one
or more target cloud-connecting devices can also include
executing a delete command directed to the one or more
target cloud-connecting devices, causing information previ-
ously obtained from the server to be deleted from the target
cloud-connecting device(s). For example, when the user
loses a mobile phone, he can use his computer to delete,
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from the lost mobile phone, photos, documents, or event
items previously obtained from the server, by sending a
connection-managing message to the server to ensure that
his privacy is protected.

FIG. 2 is a flow chart illustrating a device-managing
method, according to a second embodiment of the disclo-
sure. As illustrated, the method in this embodiment can
include the following steps.

S201: A first cloud-connecting device can obtain, from a
server, a listing of cloud-connecting devices associated with
the same account, including the connection status of the one
or more cloud-connecting devices logged onto the server
using the same account. The connection status of the one or
more cloud-connecting devices can include the device IDs
of the cloud-connecting devices. The connection status can
identify whether a cloud-connecting device is connected to
the server. The connection status can also include the rights
associated with a particular cloud connecting device and the
document information obtained by the device from the
server. These documents can include, for example, a listing
of album photos synchronized to a cloud photo album, a
listing of documents synchronized to a cloud space, or a
listing of events synchronized to a cloud notebook. The
connection status of the cloud-connecting devices can be
obtained by the server from each of the cloud-connecting
devices when or after the cloud-connecting device logs onto
the server. The connection status of a target cloud-connect-
ing device can be changed by the device itself or by another
cloud-connecting device logged onto the server using the
same account. The server can update the connection status of
the cloud-connecting device in real time.

S202: The first cloud-connecting device can transmit a
device-grouping message to the server.

In operation, the first cloud-connecting device can man-
age, by group, the cloud-connecting devices that are con-
nected to the server using the same account by transmitting
a device-grouping message to the server in response to a user
operation. For example, the message can instruct the server
to put tablet PCs in one group, mobile phones in another
group, and office’home PCs and laptop PCs in yet another
group.

S203: The server can group the list of cloud-connecting
devices based on the device-grouping message.

More specifically, the server can put one or more cloud-
connecting devices in a particular group based on the
device-grouping message transmitted from the first cloud-
connecting device. The server can present the grouping
results in the listing of cloud-connecting devices to the first
cloud-connecting device, so that the first cloud-connecting
device can manage a group of one or more cloud-connecting
devices in the same way.

S204: The first cloud-connecting device can transmit to
the server a connection-managing message directed to one
or more target cloud-connecting devices.

More specifically, in this embodiment, the one or more
target cloud-connecting devices can be the cloud-connecting
devices in a group as defined in S203. For example, the first
cloud-connecting device can be a mobile device. The listing
of cloud-connecting devices received from the server can
include a “pad” group including two different tablet PCs.
The user can send one or more connection-managing mes-
sages directed to the “pad” group from the mobile phone,
requesting that the server manage all of the cloud-connect-
ing devices in this group in a unified manner.
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S205: The server can manage the connection status of the
one or more target cloud-connecting devices based on the
connection-managing message transmitted from the first
cloud-connecting device.

The server managing the connection status of the one or
more target cloud-connecting devices can include discon-
necting/re-connecting a connection to the target cloud-con-
necting device. If the connection to the target cloud-con-
necting device is disconnected, the target cloud-connecting
device is unable to receive the cloud service provided by the
server. The server managing the connection status of the one
or more target cloud-connecting devices can also include
setting the types of services provided to the one or more
target cloud-connecting devices. For example, a target
cloud-connecting device can only upload, but not download
documents. Alternatively, the target cloud-connecting
device can only download, but not upload documents.
Alternatively, the target cloud-connecting device can only
browse online, but cannot download or upload documents.
The server managing the connection status of the one or
more target cloud-connecting devices can also include
executing a delete command directed to the one or more
target cloud-connecting devices, causing information previ-
ously obtained from the server to be deleted from the one or
more target cloud-connecting devices. For example, when
the user loses a mobile phone, he can use his computer to
delete, from the mobile phone, photos, documents, or notes
previously obtained from the server, by sending a connec-
tion-managing message to the server to ensure that his
privacy is protected. In this embodiment, the server can
manage multiple cloud-connecting devices in the same
group in the same manner, based on the connection-man-
aging message transmitted from the first cloud-connecting
device, and thereby simplifying user operation.

In another embodiment, a non-transitory computer-read-
able medium storing one or more programs is disclosed. The
one or more programs, when executed, can perform some or
all steps of the device-managing methods illustrated in FIG.
1or2.

FIG. 3 is a block diagram illustrating the exemplary
structure of a cloud-connecting device, according to an
embodiment of the disclosure. As illustrated, the cloud-
connecting device of this embodiment can include a con-
nection-status obtaining module 310 for obtaining, from a
server, the connection-status of a target cloud-connecting
device associated with the same account.

In operation, after the cloud-connecting device logs onto
the server through an account, the connection-status obtain-
ing module 310 can obtain, from the server, the connection
status of another cloud-connecting device that has logged
onto the server using the same account, i.e., the connection
status of a target cloud-connecting device. For example, the
local cloud-connecting device can be a mobile phone. After
the user logs onto the server from the mobile phone, the
connection-status obtaining module 310 can obtain, from the
server, the connection status of a tablet PC that has logged
onto the server using the same account. The connection-
status obtaining module can then display, on an interface of
the mobile phone, the connection status of the target cloud-
connecting device including its device ID. The device ID
can indicate that the device has already connected to the
server. The connection status can indicate whether the
particular target cloud-connecting device is connected to the
server. Also selectable can include the access rights associ-
ated with a particular target device and document informa-
tion obtained by the particular device from the server. Such
document information can include a listing of pictures in an
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album synchronized to a cloud album, a listing of documents
synchronized to a cloud space, or a listing of events syn-
chronized to a cloud notebook. Alternatively, the number of
cloud-connecting devices connected to the server using the
same account does not have to be limited to two. The first
cloud-connecting device can obtain a listing of devices from
the server including one or more cloud-connecting devices
connected to the server using the same account as the first
cloud-connecting device. This listing of devices can include
the connection status of the one or more cloud-connecting
devices.

The connection status of the cloud-connecting devices can
be obtained by the server from each of the cloud-connecting
devices when or after the cloud-connecting device logs onto
the server. The connection status of a target cloud-connect-
ing device can be changed by the device itself or by another
cloud-connecting device logged onto the server using the
same account. The server can update the connection status of
the cloud-connecting device in real time.

In this embodiment, the cloud-connecting device can also
include a connection-managing message transmitting mod-
ule 320 for transmitting, to the server, one or more connec-
tion-managing messages directed to the one or more target
cloud-connecting devices. This can allow the server to
manage the connection status of the one or more target
cloud-connecting devices based on the one or more connec-
tion-managing messages. In operation, only the one or more
of the cloud-connecting devices with managing rights can
transmit, via their connection-managing message transmit-
ting module 320, connection-managing messages to the
server to manage the connection status of other cloud-
connecting devices associated with the same account. For
example, the first cloud-connecting devices can include a
device logged onto the server for the first time using the
account. Alternatively, the first cloud-connecting device can
be a cloud-connecting device having managing rights set up
manually by the user.

The server managing the connection status of the one or
more target cloud-connecting devices can include discon-
necting/re-connecting a connection to the target cloud-con-
necting device. If the connection to the target cloud-con-
necting device is disconnected, the target cloud-connecting
device is unable to receive the cloud service provided by the
server. The server managing the connection status of the one
or more target cloud-connecting devices can also include
setting the types of services provided to the one or more
target cloud-connecting devices. For example, a target
cloud-connecting device can only upload, but not download
documents. Alternatively, the target cloud-connecting
device can only download, but not upload documents.
Alternatively, the target cloud-connecting device can only
browse online, but cannot download or upload documents.
The server managing the connection status of the one or
more target cloud-connecting devices can also include
executing a delete command directed to the one or more
target cloud-connecting devices, causing information previ-
ously obtained from the server to be deleted from the one or
more target cloud-connecting devices. For example, when
the user loses a mobile phone, he can use his computer to
delete, from the mobile phone, photos, documents, or notes
previously obtained from the server, by sending a connec-
tion-managing message to the server to ensure that his
privacy is protected.

Optionally, in this embodiment, the cloud-connecting
device can also include a device-grouping message trans-
mission module 330 for transmitting one or more device-
grouping messages to the server to instruct the server to
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group the devices in the listing of cloud-connecting devices.
In operation, the device-grouping message transmitting
module 330 can manage, by group, the cloud-connecting
devices that are connected to the server using the same
account by transmitting a device-grouping message to the
server in response to a user operation. For example, the
message can instruct the server to put tablet PCs in one
group, mobile phones in another group, and office’home PCs
and laptop PCs in yet another group. The server can put one
or more of the cloud-connecting devices from the list of
cloud-connecting devices in a group based on the device-
grouping message transmitted from the first cloud-connect-
ing device. The server can present the grouping results in the
listing of cloud-connecting devices to the first cloud-con-
necting device, so that the connection-managing message
module 320 can transmit, to the server, one or more con-
nection-managing messages directed to all cloud-connecting
devices in the same group. That is, the one or more target
cloud-connecting devices, to which the one or more con-
nection-managing messages are directed, can include all the
cloud-connecting devices in the same group. This makes it
possible to manage multiple cloud-connecting devices in the
same group in the same manner, thereby simplifying user
operation.

FIG. 4 is a block diagram illustrating the exemplary
structures of a server, according to an embodiment of the
disclosure. As illustrated, the server can include a connec-
tion-status transmitting module 410 for transmitting, to a
first cloud-connecting device, the connection status of one or
more target cloud-connecting devices using the same
account as does the first cloud-connecting device. More
specifically, after the first cloud-connecting device logs onto
the server through the account, the connection-status trans-
mission module 410 can transmit, to the first cloud-connect-
ing device, the connection-status of the one or more other
cloud-connecting devices that have logged onto the server
using the same account, i.e., the connection-status of the one
or more target cloud-connecting devices. For example, the
first cloud-connecting device can be a mobile phone. After
the user logs onto the server from the mobile phone, he can
obtain from the connection-status transmission module 410
the connection status of a tablet PC, which has also logged
onto the server using the same account. The connection
status can be displayed on an interface of the mobile device.
The connection status of a target cloud-connecting device
can include its corresponding device ID, which can be used
for indicating whether the device is connected to the server.
Also selectable can include the access rights associated with
a particular target device and document information
obtained by the particular device from the server. Such
document information can include a listing of pictures in an
album synchronized to a cloud album, a listing of documents
synchronized to a cloud space, or a listing of notes synchro-
nized to a cloud notebook. Alternatively, the number of
cloud-connecting devices connected to the server using the
same account does not have to be limited to two. The
connection-status transmitting module 410 can transmit, to
the first cloud-connecting device, a listing of devices asso-
ciated with the same account as the first cloud-connecting
device. The listing can include the connection status of the
multiple cloud-connecting devices connected to the server
using the same account. The connection status can include
the connection status of the one or more target cloud-
connecting devices.

The server can also include a connection-managing mes-
sage obtaining module 420 for obtaining, from a first cloud-
connecting device, one or more connection-managing mes-
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sages directed to one or more target cloud-connecting
devices. In operation, the first cloud-connecting device can
be a cloud-connecting device with managing rights under
the same account. The connection-managing message
obtaining module 420 can obtain one or more connection-
managing messages from a first cloud-connecting device
with managing rights to manage the connection status of one
or more other cloud-connecting devices. The cloud-connect-
ing devices having managing rights can be the first device
among the multiple cloud-connecting devices to log onto the
server using the account. Alternatively, the user can manu-
ally set one or more devices to be the cloud-connecting
devices having managing rights.

The server can also include a connection status managing
module 430 for managing the connection status of the target
cloud-connecting device based on a connection-managing
message. The connection status managing module 430 man-
aging the connection status of a target cloud-connecting
device can include disconnecting/re-connecting a connec-
tion to the target cloud-connecting device. If the connection
to the target cloud-connecting device is disconnected, the
target cloud-connecting device is unable to receive the cloud
service provided by the server. The server managing the
connection status of the one or more target cloud-connecting
devices can also include setting the types of services pro-
vided to the one or more target cloud-connecting devices.
For example, a target cloud-connecting device can only
upload, but not download documents. Alternatively, the
target cloud-connecting device can only download, but not
upload documents. Alternatively, the target cloud-connect-
ing device can only browse online, but cannot download or
upload documents. The server managing the connection
status of the one or more target cloud-connecting devices
can also include executing a delete command directed to the
one or more target cloud-connecting devices, causing infor-
mation previously obtained from the server to be deleted
from the one or more target cloud-connecting devices. For
example, when the user loses a mobile phone, he can use his
computer to delete, from the mobile phone, photos, docu-
ments, or notes previously obtained from the server, by
sending a connection-managing message to the server to
ensure that his privacy is protected.

Additionally, the server in this embodiment can also
include a connection-status obtaining module 400 for
obtaining the device IDs of the one or more target cloud-
connecting devices after the one or more target cloud-
connecting devices log onto the server. The connection
status obtaining module 400 can also update the connection
status of the one or more target cloud-connecting devices.
The connection status of a particular target cloud-connecting
device can be updated by the device itself or by another
cloud-connecting device logged onto to the server using the
same account. The connection-status obtaining module 400
can update the connection status of the one or more target
cloud-connecting modules in real time.

Additionally, the server in this embodiment can also
include a device-grouping message obtaining module 440
for obtaining device-grouping messages transmitted from
the first cloud-connecting device. In operation, the device-
grouping message obtaining module 440 can obtain a device
grouping message sent by the first cloud-connecting device.
The device grouping message can instruct the server to
manage, by group, one or more cloud-connecting devices
connected to the server through the same account. For
example, the message can instruct the server to put tablet
PCs in one group, mobile phones in another group, and
office/home PCs and laptop PCs in yet another group.
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Additionally, in this embodiment, the server can also
include a device-grouping module 450 for grouping the
cloud-connecting devices in the listing of cloud-connecting
devices based on the device-grouping message. More spe-
cifically, the device-grouping module 450 can group one or
more cloud-connecting devices from the listing of cloud-
connecting devices in a group based on the device-grouping
message. The device-grouping module 450 can also display
the grouping results in the listing of cloud-connecting
devices to the first cloud-connecting device, so that the
connection-managing message obtaining module 420 can
obtain from the first cloud-connecting device a connection-
managing message directed to all of the cloud-connecting
devices in the same group. This makes it possible to manage
multiple cloud-connecting devices in the same group in the
same manner, thereby simplifying user operation.

FIG. 5 is a block diagram illustrating an exemplary
structure of a cloud-connecting device managing system,
according to an embodiment of the disclosure. As illustrated,
in this embodiment, the cloud-connecting device managing
system can include server 20 and at least one cloud-con-
necting device 10.

The cloud-connecting device 10 can be the cloud-con-
necting device described above with reference to FIG. 3. The
cloud-connecting device 10 can be used for obtaining, from
the server 20, the connection status of one or more target
cloud-connecting devices associated with the same account
and transmitting, to the server 20, connection-managing
message directed to the one or more target cloud-connecting
devices.

The server 20 can be the server described above with
reference to FIG. 4. The server can be used for managing the
connection status of one or more target cloud-connecting
devices based on the connection-managing message trans-
mitted by the cloud-connecting device 10.

Embodiments of the disclosure can manage the connec-
tion status of all the cloud-connecting devices associated
with the same account by transmitting a connection-man-
aging message to the server, thereby effectively managing
multiple cloud-connectable devices that can receive cloud
service.

FIG. 6 is a block diagram illustrating the exemplary
structures of a cloud-connecting managing system, accord-
ing to another embodiment of the disclosure. In this embodi-
ment, three devices, a laptop PC 602, a smartphone 604, and
a tablet PC 606, are shown to be connected to a cloud server
600 via a network. The cloud server 600 can provide one or
more cloud services, such as a photo album, calendar,
personal organizer, and music services (collectively 610),
that allow the user to store various data in a storage area
provided by the cloud and share this data among one or more
of these devices. The user can set up an account for
accessing the applications and data on the cloud server 600.
In the embodiment, the user can log into his account on the
cloud server from any of his three devices 602, 604, 606.
Multiple devices can logged onto the server at the same
time. The three illustrated devices can be a laptop PC 602,
smartphone 604, and tablet PC 606, respectively. Although
three devices are shown, it should be understood that the
number of devices associated with the user’s account can be
more or less. It should also be understood that the devices
can be of other types of devices.

In this embodiment, the laptop PC 602 can be used by the
user to control the other two devices 604, 606. The devices
604, 606 can be controlled individually by the laptop PC
602. Alternatively, they can both be put in a group 608 to be
managed together.
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In one example, the user may have lost the smartphone
604 and tablet PC 606, but may still have his laptop PC 602.
Knowing that the smartphone 604 and tablet PC 606 may
still be logged into his cloud account on the server 660, the
user can perform one or more tasks on the lost devices 604,
606 from his laptop PC 602 remotely to retrieve and protect
his data on the lost devices.

The user may first log into his cloud account from his
laptop PC 602. FIGS. 74-7d illustrate exemplary interfaces
that can be displayed on a controlling device for controlling
other devices remotely through a server. As illustrated in the
exemplary interface of FIG. 74, a number of menu options
relating to the cloud service can be presented to him after he
successfully logs into his account. For example, the interface
700 may include options for accessing a cloud-based “Net-
work Storage” 702 and “Photo Album” 704. In addition, a
“Remote Control” option can be displayed to allow the user
to remotely perform one or more control operations directed
to one or more of other devices associated with his account.

If the user selects the “Remote Control” option, the
connection status of other devices associated with his
account can be retrieved from the server and displayed on
the laptop PC. The connection status can be in the form of
a listing of devices along with their respective information.
FIG. 7b illustrates an exemplary interface 710 including a
list of devices and their connection status with respect to the
server. The list can include the names (collectively 712) of
all devices (e.g., Laptop, Smartphone, Tablet, e-reader, etc.)
associated with the user’s account. The status column 714
can show whether each of the devices in the list has logged
onto the server using the same account. For example, the
laptop, smartphone and tablet are shown to be connected
while the e-reader is shown to be offline in FIG. 75. In this
interface, the user can select one or more devices to be
controlled remotely by checking the corresponding check-
boxes 716 and selecting the “Select” option from the inter-
face 710. In some embodiments, the controlling device (e.g.,
the laptop PC) itself may not be listed or selectable from this
interface. In some embodiments, a “Group” option 718 is
provided for the user to group a number of selected devices
from the list to be controlled together (e.g., receiving the
same instructions and performing the same task). In
response to the user grouping multiple devices from the list,
a device-grouping list message can be transmitted from the
laptop PC to the cloud server so that the server can perform
subsequent control operations on all devices in the group.

After the user selects one or more of the devices (i.e.,
controlled devices or target cloud-connecting devices) from
the interface of FIG. 75, he can select one or more tasks to
be performed on the selected devices. FIG. 7¢ illustrates an
exemplary interface for selecting one or more of these tasks.
As illustrated, the menu options can include, for example,
disconnecting/re-connecting the devices 722, setting rights
724 for the devices, deleting or retrieving data from the
devices 726, 728, and formatting the device 730. It should
be understood that the menu options do not have to include
all these options. It should also be understood that the menu
options are not limited to those shown in FIG. 7c. In
response to the user selecting one or more of these options,
a connection-managing message can be sent from the laptop
to the cloud server to instruct the server to carry out the
corresponding tasks on the selected devices.

After the selected task is performed on the one or more
controlled devices, a confirmation message 732 can be
shown in another interface 730, as shown in FIG. 74. It
should be understood that the interfaces illustrated in FIGS.
7a-7d are only exemplary and can be designed differently
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according to the specific needs of a particular system,
without departing from the spirit of the disclosure.

Based on the above-described embodiments, a person
skilled in the art can understand that parts of or the whole
process described in each of the above embodiments can be
performed by hardware in accordance with instructions from
one or more computer programs. The one or more computer
programs can be stored in a non-transitory readable medium,
and when executed, perform the processes described in these
embodiments. The non-transitory computer readable
medium can be a floppy disk, CD, read-only memory
(ROM), or random access memory (RAM).

In some embodiments, one or more of the modules in
FIGS. 3-5 can be stored and/or transported within any
non-transitory computer-readable storage medium foruse by
or in connection with an instruction execution system,
apparatus, or device, such as a computer-based system,
processor-containing system, or other system that can fetch
the instructions from the instruction execution system, appa-
ratus, or device and execute the instructions. In the context
of this document, a “non-transitory computer-readable stor-
age medium” can be any medium that can contain or store
the program for use by or in connection with the instruction
execution system, apparatus, or device. The non-transitory
computer readable storage medium can include, but is not
limited to, an electronic, magnetic, optical, electromagnetic,
infrared, or semiconductor system, apparatus or device, a
portable computer diskette (magnetic), a random access
memory (RAM) (magnetic), a read-only memory (ROM)
(magnetic), an erasable programmable read-only memory
(EPROM) (magnetic), a portable optical disc such a CD,
CD-R, CD-RW, DVD, DVD-R, or DVD-RW, or flash
memory such as compact flash cards, secured digital cards,
USB memory devices, memory sticks, and the like.

The non-transitory computer readable storage medium
can be part of a computing system serving as the server or
the cloud-connection device. FIG. 8 illustrates exemplary
common components of one such computing system. As
illustrated, the system 800 can include a central processing
unit (CPU) 802, /O components 804 including, but not
limited to one or more of display, keypad, touch screen,
speaker, and microphone, storage medium 806 such as the
ones listed in the last paragraph, and network interface 808,
all of which can be connected to each other via a system bus
810. The storage medium 806 can include the modules of
FIGS. 3-5 depending on whether the system is a server or a
cloud-connecting device.

Although embodiments of this disclosure have been fully
described with reference to the accompanying drawings, it is
to be noted that various changes and modifications will
become apparent to those skilled in the art. Such changes
and modifications are to be understood as being included
within the scope of embodiments of this disclosure as
defined by the appended claims.

What is claimed is:

1. A device-managing method, comprising:

logging, by a first cloud-connecting device, onto a server

using an account;

obtaining, by the first cloud-connecting device from the

server, a listing of at least one target cloud-device
associated with the same account as the first cloud-
connecting device;

obtaining, from the server, connection status of the at least

one target cloud-connecting device included in the
listing, wherein the connection status of a target cloud-
connecting device includes: information about whether
the target cloud-connecting device is connected to the
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sever, an access right of the target cloud-connecting
device, and document information obtained by the
target cloud-connecting device from the server; and

transmitting, by the first cloud-connecting device to the
server, a connection-managing message directed to the
at least one target cloud-connecting device, to cause the
server to manage the connection status of the at least
one target cloud-connecting device based on the con-
nection-managing message;

16

5. The device-managing method of claim 4, comprising;

obtaining a device-grouping message transmitted from
the first cloud-connecting device, and

grouping at least one cloud-connecting device in the
listing based on the device-grouping message,

wherein the target cloud-connecting devices comprising
all of the cloud-connecting devices in a group.

6. The method of claim 5, further comprising:

based on the connection-managing message, managing,

wherein the connection-managing message includes: dis- 10 by the server, the connection status of all of the
connecting the at least one target cloud-connecting cloud-connecting devices in the group.
device from the server, setting the access right of the at 7. The device-managing method of claim 4, comprising:
least one target cloud-connecting device, and deleting after the at least one target cloud-connecting device log
information on the at least target cloud-connecting . onto the server, obtaining a device ID of the at least one
device. target cloud-connecting device and updating the con-
2. The method of claim 1, comprising: nection status of the at least one target cloud-connect-
transmitting, to the server, a device-grouping message to ing device in real time.
cause the server to group at least one target cloud- 8. The device-managing method of claim 4, wherein
connecting device in the listing, 20 managing the connection status of the at least one target
wherein the at least one target cloud-connecting device cloud-connecting device based on the connection-managing
comprise all of the cloud-connecting devices in a message comprises:
group, and based on the connection-managing mes- according to the connection-managing message about
sage, the server manages the connection status of all of deleting the information on the at least target cloud-
the cloud-connecting devices in the group. 25 connecting device, executing a delete command

3. The method of claim 1, wherein setting the access right

directed to the at least one target cloud-connecting

of the at least one target cloud-connecting device includes
setting one or more types of services provided by the server,
the one or more types of services including:
allowing the at least target cloud-connecting device to 30
download a document, and prohibiting the at least
target cloud-connecting device to upload a document;

device to delete at least one document previously
obtained from the server in a synchronized fashion.
9. A cloud-connecting device comprising a processor,
memory, a plurality of program modules stored in the
memory and to be executed by the processor, the plurality of
program modules comprising:

allowing the at least target cloud-connecting device to
upload a document, and prohibiting the at least target

a connection-status obtaining module that obtains, from a
server that logs in the cloud-connecting device with an

cloud-connecting device to download a document; and 35 "S> .
allowing the at least target cloud-connecting device to accoupt, a 11.st1ng of at least one target cloud-device
browse a document, and prohibiting the at least target gssomat.ed with the same account as the cloud-connect-
cloud-connecting device to upload or download a docu- ing device, and connection status of at least one target
ment. cloud-connecting device included in the listing,
4. A device-managing method, comprising: 40 wherein the connection status of a target cloud-con-
authenticating, by a server, a first cloud-connecting device necting device includes: information about whether the
when the first cloud-connecting device logs onto the target cloud-connecting device is connected to the
server using an account; sever, an access right of the target cloud-connecting
transmitting, to the first cloud-connecting device, a listing device, and document information obtained by the
of cloud-connecting devices associated with the same 45 target c]oud-connecting device from the server; and
account as the first cloud-connecting device; a connection-managing message transmitting module that
transmitting, to the first cloud-connecting device, connec- transmits, to the server, a connection-managing mes-
ggxrilicset:aitrlllzll?(get(lllinatthl:alitior?e ?}iﬁ;ﬁiﬁg'zgﬁzzggﬁ sage directed to the at least one target cloud-connecting
status of a target cloud-cor%;lecting device includes: 50 ?;;ze’cTjﬁ;iﬁ%ﬁ:;igeg;gig;a%zi%g Otl;etiteliaos;nzrée_:
information about whether the target cloud-connecting tion-managing message, wherein the connection-man-
device is connected to the sever, an access right asso- . includ ’ di tino the at least
ciated with the target cloud-connecting device, and aging message iiciudes: disconnectng the at ieast one
document information obtained by the target cloud- target cloud-.connectlng device from the server, setting
connecting device from the server; s the access pght of the e}t le.ast one .target cloud-con-
receiving, from the first cloud-connecting device, a con- necting device, and Qeletlng .1nf0rmat10n on the at least
nection-managing message directed to the at least one target cloud-connect.lng deV.lce. . .
target cloud-connecting device, wherein the connec- 10. The cloud-connecting device of claim 9, comprises:
tion-managing message includes at least one of: dis- a device-grouping message transmitting module that
connecting the at least one target cloud-connecting 60 transmits a device-grouping message to the server,
device from the server, setting the access right of the at causing the server to group at least one cloud-connect-
least one target cloud-connecting device, and deleting ing device in the listing,
information on the at least target cloud-connecting wherein the at least one target cloud-connecting device
device; and comprise all of the cloud-connecting devices in a
managing the connection status of the at least one target 65 group, and based on the connection-managing mes-

cloud-connecting device based on the connection-man-
aging message.

sage, the server manages the connection status of all of
the cloud-connecting devices in the group.
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11. A server comprising a processor, memory, a plurality
of program modules stored in the memory and to be
executed by the processor, the plurality of program modules
comprising:

a connection-status transmitting module that transmits, to

a first cloud-connecting device that logs onto the server
using an account, a listing of cloud-connecting devices
associated with the same account as the first cloud-
connecting device, and connection status of at least one
target cloud-connecting device included in the listing,
wherein the connection status of a target cloud-con-
necting device includes: information about whether the
target cloud-connecting device is connected to the
sever, an access right of the target cloud- connecting
device, and document information obtained by the
target cloud-connecting device from the server;

a connection-managing message obtaining module that
obtains, from the first cloud-connecting device, con-
nection-managing message directed to the at least one
target cloud-connecting device, wherein the connec-
tion-managing message includes at least one of: dis-
connecting the at least one target cloud-connecting
device from the server, setting the access right of the at
least one target cloud-connecting device, and deleting
information on the at least target cloud-connecting
device; and

a connection-status managing module that manages the
connection status of the at least one target cloud-
connecting device based on the connection-managing
message.
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12. The server of claim 11 , comprising:

device-grouping message obtaining module that obtains a
device-grouping message from the first cloud-connect-
ing module,

a device grouping module that groups at least one cloud-
connecting device in the listing based on the device-
grouping message,

wherein the at least one target cloud-connecting device
comprise all of the cloud-connecting devices in a
group.

13. The server of claim 11 comprising:

a connection-status obtaining module that, after the at
least one target cloud-connecting device log onto the
server, obtains device IDs of the at least one target
cloud-connecting device and updates the connection
status of the target cloud-connecting devices in real
time.

14. The server of claim 11, wherein the connection-status
managing module managing the connection status of the at
least one target cloud-connecting device based on the con-
nection-managing message comprises:

according to the connection-managing message about
deleting the information on the at least target cloud-
connecting device, executing a delete command
directed to the at least one target cloud-connecting
device to delete at least one document previously
obtained from the server in a synchronized fashion.
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